
 

 

Majorel Portugal Unipessoal LDA (hereinafter, “MAJOREL”), , hereby provides 
you with information about this personal data processing, as established in 
currently applicable regulations on this subject.  

MAJOREL hereby establishes the following policy to ensure compatibility 
with the obligation to provide information, suitable presentation thereof and 
ease of understanding by data subjects (candidates) so that they have quick 
access to simplified information without this undermining the principles of 
lawfulness, purpose limitation, data minimization, accuracy, transparency, 
security and confidentiality.  

Data Controller:  

Majorel Portugal Unipessoal LDA   

VAT No.: 509 643 507  

Alameda dos Oceanos, 57, Lote 1.06.1.3, Edifício Explorer 1900-207 Lisboa  

General information: lis-reception@majorel.com  

Data protection: gdpr.iberia@majorel.com  

DPO: dpo.iberia@majorel.com  

Purposes of processing: Why do we process your data?  

As a candidate, the data you provide will be processed for the purposes of 
current and future recruitment processes organized by the Group 
companies.  

In other words, your data will initially be processed by MAJOREL, who will 
then report your details to the specific Group company or companies which 
has published the vacancy matching your profile.  

More specifically, in addition to being included in the specific recruitment 
process (if the published vacancy you apply for directly refers to the website 
of our job providers), if your application is not successful, as if you send  a 
nonspecific application, you will be included in future recruitment processes 
in line with your profile, without the need to register again.  

MAJOREL guarantees that your data will not be used for any other purpose.  

Lawfulness of processing: How are we legitimate for processing your 
details?  



The legal basis for the processing of your candidate data is based on the need 
for the performance of pre-contractual measures at the request of the person 
concerned or the intention to enter into a contract, and on the legitimate 
interest of the organization to participate in other selection processes of the 
companies of the Group, provided that it matches your professional profile.  

Categories of Personal Data: What types of your data do we process?  

The personal data types we process are those you provide by submitting your 
application for the job vacancy, or by submitting a random job application:  

• Identification details Given name and surname, ID Card, address (postal 
and e-mail), telephone number  

• Personal characterisation data  
• Social circumstances data  
• Education data  
• Employment data (work experience)  
• Data on tests and interviews  

MAJOREL does not collect any particularly sensitive data on candidates.  

As established in the regulations, the data provided by data subjects shall be 
considered to be accurate, unless they are updated by the same candidate.  

Storage periods: How long will we keep your personal data?  

The personal data that job applicants supply will be used for the relevant 
recruitment process and for any others in the future in line with your profile. 
Nevertheless, the maximum period we are allowed to keep your data for is 2 
years (from when they are received) and they will then be erased.  

If you ask us to cancel your data within the said 2 year period (either directly 
or through our recruitment providers), your data will be automatically erased.  

Recipients of the personal data:  

• Data transfers  

Unless we are legally required to transfer or report your data in relation with 
our data processing, we will not share them with any other company and/or 
person, except other Majorel Group companies in the event that they publish 
vacancies in line with your professional profile.  

Moreover, in any recruitment processes where the job vacancy requires 
reporting to and/or interviews with MAJOREL Group Companies in regard to 
countries inside and/or outside the European Union (EU), candidates hereby 
authorise such, and in the event of any international data transfers being 
necessary for the specific recruitment process, this is also authorised.  



International Data Transfer:  

Only when you apply for a job vacancy which requires transfering to and/or 
interviews with MAJOREL Group companies in countries outside the 
European Union (EU) your data will undergo an international data transfer to 
the Group Companies in those countries, and from then on their applicable 
privacy policies and security measures will apply, which are the same as those 
of companies belonging to the European Union (EU). In these cases, this is an 
international data transfer that is necessary to implement a relationship (in 
this case, pre-contractual) to which the data subject is party.  

Data processing security and confidentiality  

MAJOREL is committed to guaranteeing the security and confidentiality in 
the processing of your data, and implements the necessary security 
measures (technical and organisational) to prevent any adulteration, loss, 
queries, or any unauthorised or fraudulent use or access. This shall be 
performed in accordance with the identified level of risk in data processing.  

In addition to implementing the necessary security measures, a subsequent 
verification, assessment and evaluation process is regularly performed in 
regard to the efficacy of these measures (continuous improvement to 
guarantee the secure processing of data).  

Maximum confidentiality in the processing of personal data is considered an 
indispensable obligation by MAJOREL’S personnel, and we hereby undertake 
to ensure secrecy in all phases of data processing in accordance with the 
provisions established in applicable legislation.  

Data subject rights: What are your data protection processing rights?  

We shall now explain your personal data protection rights  

• Right to information: You have the right to request confirmation from 
MAJOREL about whether or not we are processing your personal data, 
and where applicable, to obtain the compiled information.  

• Rights to access, rectification and erasure of your data. You have the 
right to access your personal data, and to request rectification of any 
inaccurate details, or, where applicable, to request erasure when, for 
other reasons, they are no longer necessary for the purposes they were 
compiled.  

• Right to limited processing Under certain circumstances, you may 
request limited processing of your data, in which case we will no longer 
process them unless there are legitimate reasons or if it is necessary to 
defend against any possible claims.  



• Right to object to processing: Under certain circumstances related to 
your situation, you may object to the processing of your data, in which 
case we will no longer process them unless there are legitimate 
reasons or if it is necessary to defend against any possible claims.  

• Right to portability: Under certain circumstances, you have the right to 
request direct portability of the data we are processing in line with your 
consent, to another company who you have appointed, which must be 
done in a structured, common, machine readable format 
(interoperable format).  

• Withdrawing consent: In relation to the data we process, or in view of 
any consent you may have granted, you have the right to withdraw 
your consent at any time. Once you withdraw your consent, we shall no 
longer process your data unless there is legal cause to continue doing 
so. Withdrawal cannot be retroactive.  

How can you exercise any of the aforementioned rights?  

In order to exercise the aforementioned rights, you may address   

Majorel Portugal Unipessoal LDA . at: Alameda dos Oceanos, 57, Lote 1.06.1.3, 
Edifício Explorer 1900-207 Lisboa or by e-mail at: lis-reception@majorel.com. 
In both cases you must accredit your identity by including a copy of your 
identity card so that we are certain we will only reply to the data subject, 
unless you use the same e-mail address that you used in the recruitment 
process. You may also exercise your rights by e-mailing us at our generic data 
protection e-mail address: gdpr.iberia@majorel.com  

In order to facilitate the exercising of your rights effectively, if you consider it 
necessary, you may contact Majorel Portugal Unipessoal LDA, and we will 
send you the relevant forms for the exercising of the rights you wish to 
exercise.  

Likewise, we hereby inform you that you are entitled to file a claim before our 
Data Protection Officer (dpo.iberia@majorel.com) or before the competent 
supervisory authority (Comissão Nacional de Proteção de Dados.), to which 
you may lodge a complaint, in particular if they consider that their rights have 
not been respected. 

 

  

 


